Subject: User configuration in a VPD
Posted by htManager on Fri, 11 Apr 2025 10:49:15 GMT

View Forum Message <> Reply to Message

What is the best solution to give a user the opportunity to create additional users in a VPD or to
give an existing user a different role?

Does it make sense to copy the corresponding classes, scripts and screens into the respective
app, rename them and define them as a subclass in which the restrictions such as selectable
roles or the total number of users to be created are limited?

Subject: Re: User configuration in a VPD
Posted by AJM on Sat, 12 Apr 2025 08:42:42 GMT

View Forum Message <> Reply to Message

It sounds like you want to make use of the account_id column on the MNU-USER table which is
descibed in menuguide/mnu_user(updl).html

You do not need to copy any classes. If you read Implementing Virtual Private Databases you will
see that all you need do is add the rdcaccount_id column to the relevant database tables in your
application.

A user with a NULL value for account_id will be able to create and amend users for any account.
Any other user will only be able to create and amend users with the same account_id.

Subject: Re: User configuration in a VPD
Posted by htManager on Mon, 14 Apr 2025 18:31:37 GMT

View Forum Message <> Reply to Message

Yes, | am aware of the implementation of VPD and it works very well.

But as far as | can see, the mnu_role table does not have a rdcaccount_id column and surely this
shows all available roles?

However, | would like only two roles to be selectable when a new user is created by an

“account admin”. Is that possible?

Subject: Re: User configuration in a VPD
Posted by AJM on Tue, 15 Apr 2025 08:49:04 GMT

View Forum Message <> Reply to Message

Roles and tasks are not restricted to particular accounts, only users. Users with different accounts
can share the same roles without any problem, therefore | do not see the need to restrict roles to
particular accounts.
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Subject: Re: User configuration in a VPD
Posted by htManager on Tue, 15 Apr 2025 21:51:17 GMT

View Forum Message <> Reply to Message

That's clear to me.

But how could one solve the problem that an "admin user" is allowed to create normal users or
users with limited rights in an account in the VPD?

My idea was that the "admin user” could only select these two roles when creating a new user.
Hence my idea to copy the corresponding classes and define them as sub-classes.

To understand: "normal” users are users who can carry out all functions, "restricted” users are
users who should only have read rights to certain data. This data can only be released by the
“admin user”.

Subject: Re: User configuration in a VPD
Posted by AJM on Wed, 16 Apr 2025 09:03:24 GMT

View Forum Message <> Reply to Message

| see no need to add some sort of classification to either roles or users so that users with a certain
classification can only be given roles of a matching classification. There is no limit to the number
of roles which can be created, and there is no limit to the number of roles which can be assigned
to a user. It is up to the site administrator to create the right roles and assign them to the right
users. Adding rules to say that "You cannot add this role to that user" is going a step too far as it
is an unnecessary complication.

Subject: Re: User configuration in a VPD
Posted by htManager on Wed, 16 Apr 2025 21:37:17 GMT

View Forum Message <> Reply to Message

| understand that.
But how to solve the following problem:

Multiple accounts can be created in an application by the site administrator.
Each account has an “account admin” who can create account users.
This means that the creation of new users can be shifted to the account managers.

If I understood correctly, Radicore is designed so that all administration is carried out by
designated administrators. This would mean that creating or changing a user in a specific account
can only be carried out by the overall system administrator. | would like to have an “account
admin” carry out these tasks by only allowing certain roles to be selected. The account admin is
allowed to create as many users as previously determined by the overall system administrator.

| hope | explained the situation correctly.
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Subject: Re: User configuration in a VPD
Posted by AJM on Thu, 17 Apr 2025 08:39:24 GMT

View Forum Message <> Reply to Message

Roles are not tied to specific accounts. Only users can be tied to a specific account. Any role can
be shared by any user.

There is no provision in RADICORE to restrict the number of roles which can be accessed by
particular accounts, and | do not see a compleeing enough reason to add it.
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